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Last week Ontario’s Court of  Appeal

recognized for the first time the right of  an

individual to sue for breach of  privacy. The

new common law tort is called “intrusion upon

seclusion”, and its purpose is to provide a

remedy for invasions of  personal privacy. 

In brief, the case involved a lawsuit between

two Bank of  Montreal employees, Ms Jones

and Ms Tsige. They each worked at different

branches and did not know each other

personally, although Ms Tsige was involved in

a relationship with Ms Jones’ former husband.

Over the course of  a four year period, Ms

Tsige used her work computer to view Ms

Jones’ personal banking activity on more than

174 occasions (i.e. approximately once per

week). 

Eventually Ms Tsige’s activities were

discovered. When confronted, she

Employment and Labour
Group

Elizabeth J. Forster
(Co-editor)
Direct 416.593.3919
eforster@blaney.com

Maria Kotsopoulos
(Co-editor)
Direct 416.593.2987
mkotsopoulos@blaney.com

William D. Anderson, Chair
Direct 416.593.3901
wanderson@blaney.com

Melanie I. Francis
Direct 416.597.4895
mifrancis@blaney.com

Mark E. Geiger
Direct 416.593.3926
mgeiger@blaney.com

David E. Greenwood
Direct 416.596.2879
dgreenwood@blaney.com

Christopher McClelland
Direct 416.597.4882
cmcclelland@blaney.com

Catherine Longo
Direct 416.597.2998
clongo@blaney.com

Michael J. Penman
Direct 416.593.3966
mpenman@blaney.com

D. Barry Prentice
Direct 416.593.3953
bprentice@blaney.com

Jack B. Siegel
Direct 416.593.2958
jsiegel@blaney.com

David S. Wilson
Direct 416.593.3970
dwilson@blaney.com

J A N U A R Y  2 0 1 2  -  N o .  2

Employment Update

acknowledged that she had no legitimate

reason for viewing the information and that

she had violated bank policy. Ms Jones

subsequently brought an action against Ms

Tsige (but not against the bank) for breach of

privacy.

The Court of  Appeal ruled in favour of  Ms

Jones and confirmed the existence of  a right

of  action for intrusion upon seclusion. Ms

Jones was awarded damages of  $10,000. The

decision to recognize a right of  action for

breach of  privacy was based in part upon the

increasing pace of  technological change

brought about by the internet and digital

technology. The Court of  Appeal found that

the significant amount of  personal

information being stored in electronic

databases posed a novel threat to an

individual’s privacy rights. However, the Court

of  Appeal also noted that the tort was limited

to “deliberate and significant invasions of

personal privacy” involving “financial or health

records, sexual practices and orientation,

employment, diary or private correspondence.”

Generally, the damages available for this tort

“The Court of  Appeal found that the significant amount of

personal information being stored in electronic databases posed a

novel threat to an individual’s privacy rights.”



will be all provable financial loss and up to

$20,000 for non-financial loss. In addition,

aggravated and punitive damages may be

available in certain cases.

This decision may create significant liability for

those employers who have not implemented

clearly worded policies related to the ownership

of  the company’s technology and systems. For

example, in the absence of  a policy confirming

that it is the employer who owns the company’s

computer system and information on that

system, an employee may believe that he/she

has a reasonable expectation of  privacy when

using the employer’s computer for both

business and personal matters. An intrusion by

the employer into that employee’s “personal”

files or emails may give rise to a claim for

breach of  privacy by that employee. Employees

may also claim a breach of  privacy when they

are disciplined for activity discovered using

computer monitoring. The recognition of  this

tort highlights now, more than ever, the

importance of  clear policies about the use and

abuse of  company systems.

“This decision may create significant liability for those employers 

who have not implemented clearly-worded policies related to the ownership of  the

company’s technology and systems.”
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Employment Update is a publication of the Employment and Labour

Law Group of Blaney McMurtry LLP. The information contained in this

newsletter is intended to provide information and comment, in a

general fashion, about recent cases and related practice points  of

interest. The information and views expressed are not intended  to

provide legal advice. For specific advice, please contact us.

We welcome your comments. Address changes, mailing instructions or

requests for additional copies should be directed to Kylie Aramini at

416 593.7221 ext. 3600 or by email to karamini@blaney.com.

Legal questions should be addressed to the specified author.

If  you have any questions about the effect of

this decision on your organization’s policies,

please contact any member of  our Labour and

Employment Group. 
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